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		Work Smart by Link3 IT
on your server before July 14. 




		




		Are you at risk? 

	Windows 10 is getting deployed on July 29, 2015 

	Get help from IT migrating today to help stay secure and compliant. 
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		Safety in numbers? Not! 

	The more users that remain onto pirated OS after June 29, 2015, the more appealing it could be for hackers to target these user’s computers running non-legitimate versions of Windows. 







			Been breached? 
You need to report it. 

	Well, not exactly the law, but start the practice of reporting software hijacking, port access or even “Denial of Service” attacks. Security breach notification is an organizational demand. If you have a problem, then WE have a problem. Meaning that businesses who have a security breach may have to disclose this fact to IT & to proper authority, as company data theft may be involved within the process of the incident. 
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		Your compliance 
could be at stake. 

	Your unwillingness to use legitimate software and could lead the organization to lose substantial monetary value. You are out of compliance if you continue to use unsupported software into your laptop. Consult Link3 IT department for further clarification of which Software you can use within the organization.







			Procrastination 
doesn’t buy you time. 

	Last-minute migrations can impact network security and stability, or bring forth functional issues that require immediate remediation, often at an elevated cost. Please do install software updates as IT delivers. It is expected of you.
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		Don’t get awaited
left behind. 

	Get help migrating today. 
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Do consult your IT Team for further assistance 
[bookmark: _GoBack]Desktop Support: 8002
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